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## ABSTRACT

**Context:** Many people would think that, when a computer system, has a loss of power, the contents of RAM (Random Access Memory) would also be susceptible to this loss of power, causing the loss of data. This is not the case, where data can retain for multiple seconds, or even minutes after the device has lost power. This can lead to sensitive information being stolen through the process of a cold-boot attack.

**Aim:** To determine whether newer IoT devices, such as but not limited to, the Raspberry Pi 3 and 4, are susceptible to cold-boot attacks, where the RAM can be recovered, even after power has been removed.

**Method:** A Raspberry Pi device will be examined to determine if the cold-boot attack is possible on the newer IoT devices. An image will be loaded into RAM, and a copy will be kept original. The RAM chip will be frozen with an air-duster can. The SD card will then be swapped with the attackers, to load into a custom operating system where the attacker can read the contents of memory. The attacker can then search for where the image was placed within RAM, which will then allow the attacker to compare the data recovered, to the original image. This will then give a percentage of how successful the attack was.

**Results:** If the image recovered for the cold-booted RAM was identical to the original image, then it can be determined that the attack was successful. Considering the attack was previously successful on an older model of the device with a similar boot sequence, the probability of the attack being successful is high.

**Conclusion:** The newer IoT devices should be dispatched with higher security, as they are further developed with every iteration of release. Being able to determine if the newer models are vulnerable, will allow for future models of the devices to have a better consideration when it comes to hardware security.
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## 1. INTRODUCTION

Most people will know that modern computing devices contain a memory module called Random Access Memory (RAM). This memory module contains capacitors that represent either a 1 or 0. All of these 1’s and 0’s represent data that is present in the live running machine. This can be anything from running code, temporary variables, or in some cases, encryption keys.

A lot of people, including some technology experts, presume that when the power is removed from the device, the data held within RAM is lost instantly, but this is not the case. As matter of fact, memory decays slowly over time and can be a few seconds to as much as minutes (only in older RAM modules), after the power has been removed. This is also known as the remanence effect.

The remanence effect has been long known (Gutmann, 2001), but was first attacked practically by (Halderman, 2009). This attack was first known as the ‘Cold-Boot Attack’, where the remanence effect was exploited to reboot a computer into the attackers controlled boot-loader, and boot a simple operating system, that would dump the contents of memory.

The dangerous aspect of this process is that when systems implemented full disk encryption software, the master key was held within memory, and when performing this attack, the key was recoverable with up to a 99.99% success rate (Halderman, 2009). The attack could be made easier with the use of common air duster cans (the type used to clean keyboards etc.). By utilising this process, the attacker could cool the DIMM a considerable amount, to anywhere between -30C to -50C (Halderman, 2009).

The cooling of the module prolongs the memory decay within the chip and allows the attacker a greater amount of time to reboot the device or transfer the chip to another device where they can extract the data held within the memory module.

It has been shown previously that it is completely possible to compromise computer systems, laptops, and many other devices. But, with the rise in IoT devices, it is an area that has very little research.

Raspberry Pi devices are a great tool for creating an IoT device. They are small, cheap computer systems that can add GPIO devices and access internet connectivity. Although here lies one of the problems, they are cheaply built, meaning that minimum security is built into the hardware.

Recently there was research to indicate that the Raspberry Pi Model B+ was vulnerable (Won, 2020).

This paper aims to understand and demonstrate the effectiveness of cold-boot attacks against newer IoT devices and models. The devices being attacked in this paper are namely the Raspberry Pi 3 and 4. To complete this aim, the understanding of how cold-boot attacks work will need to be comprehended fully. An understanding of IoT memory modules will need to be comprehended. The Raspberry Pi will need to be tested against cold boot attacks, and finally, an analysis of the findings will need to take place, to determine if the newer module is indeed vulnerable.

## 2. BACKGROUND

In this section, a background of the work will be discussed. This will give a good description of the work that has been done in the past and the work that will lead to the completion of this project.

## 2.1 Cold-Boot Attacks

Cold-boot attacks have been explored since 2009 (Halderman, 2009), where Halderman et al, discussed that through the remanence effect, encryption keys could be recovered by cold-booting a computer (or in this case a laptop), and searching through memory to find the encryption keys, therefore compromising the encryption software being used.

This attack was proven to be successful against most encryption software, including Windows BitLocker, Mac’s FileVault, and just about any other full disk encryption software that was available (Halderman, 2009).

There have been many research papers discussing this vulnerability since Halderman et al discovered the hardware fault, and how it can be mitigated using hardware and software. (Ooi, 2009) (Simmons, 2011) (Henning, 2013)

## 2.2 RAM

Random Access Memory (RAM) is a volatile storage method that retains information for the live running machine. Once the power is lost, the data from the module begins to dissipate, leaving nothing behind. What most people do not know is that data can be left on the memory module for milliseconds up to minutes (older RAM modules) after the power has been lost (Gutmann, 2001) (Halderman, 2009).

As power dissipates in the capacitor of the RAM module, the memory controller will refresh the capacitor to the value stored in it previously. This stops it from losing data while the power is still running. (Müller, 2013)

This then explains how the remanence effect works, if power is cut and repowered very quickly, the RAM module will begin to refresh once again, retaining the information.

To allow for more time and error, the memory chip can be frozen to prolong the memory decay. As can be seen in Halderman’s experiment (Halderman, 2009).

## 2.3 IoT

The Internet of Things is becoming more and more a part of today's society, with the likes of personal assistants (Amazon Alexa or Google Home), smart appliances and smarter homes/cities. This is all well and good for practicability, but what about security?

To test this, a practical look at the hardware of the Raspberry Pi will be looked at.

**2.4 Raspberry Pi**

*“The Raspberry Pi is a low cost,* ***credit-card sized computer*** *that plugs into a computer monitor or TV and uses a standard keyboard and mouse.”* (Raspberry Pi, 2021).

The Raspberry Pi is a brilliant development platform that allows for the development of IoT prototypes and software without needing to develop single-use, expensive prototypes. It can also be found in production equipment in the wild. This then leads to the need for tougher security measures.

To examine this, the Raspberry Pi 3 Model B+ will be examined to determine if the SDRAM is vulnerable to cold-boot attacks.

**2.5 Related Work**

Halderman et al (Halderman, 2009), and many others, have explored this work within computers and laptops, proving the flaw exists and showing many countermeasures to the problem, (Henning, 2013) (Ooi, 2009) (Simmons, 2011), but not many people have had an interest in IoT devices that may hold sensitive information.

Some work has been conducted with the Raspberry Pi 1 Model B+ (Won, 2020), and this work suggests that as the boot sequence seems the same on the newer models, that the newer models would be vulnerable too, but no work has gone into this assumption, none that could be found anyway. This is the issue that this paper will help address.

Some mitigations will also be talked about, and some mitigations from these related papers will also be discussed to see if they are a viable option for this type of device.

## 3. METHOD

In this section, a description of the work to be completed will be discussed to give an overview of the adopted methods. The following procedures will take place:

* Research Raspberry Pi boot-sequence
* Load data into memory and keep a source copy
* Freeze the memory retaining the information
* Replace the SD card to perform Cold-Boot
* Analyze data to determine success

**3.1 Boot Sequence**

It was identified that the RAM on the Raspberry Pi 1 Model B+, was initialized after the boot sequence (Won, 2020). This meant that if the attacker could boot into a kernel image that they own to recover the contents of RAM, then the attacker could possibly recover sensitive data.

The same research team also stated that the newer Raspberry Pi boot sequence was identical to the older model, meaning it could also be vulnerable to this type of attack. Further analysis of the boot sequence is needed and further research on this attack needs to take place.

**3.2 Load Data**

To represent some form of sensitive data, a photo will be loaded into RAM. This allows for a visual representation of the attack to take place, allowing for a better analysis of the data.

The photo that will be loaded into RAM will be the famous picture of the Mona Lisa, which can be seen in Figure 1 - Mona Lisa (As shown in most other research papers).

![](data:image/jpeg;base64,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)

Figure 1 - Mona Lisa

**3.3 Freeze memory**

In this step, the memory module will be frozen to retain the data from decaying. As memory is built onto the chip, and it cannot be removed, this must be done while the device is running. Once the chip is below freezing it is time to cold boot the device.

**3.4 Cold-Boot**

After the memory is frozen to an acceptable standard, the SD card (from which the boot sequence is loaded (Won, 2020)), is replaced and the device is booted into a standalone operating system, where the attacker can dump the contents of RAM (Halderman, 2009). Once the contents of the memory have been dumped, either to the console or an external USB, they can then be used for analysis.

**3.5 Analysis**

Now that the contents of the memory have been gathered, they can be examined. The attacker will need to search through the memory dump to find the image if it is still present. If the image can be found, then it will be examined to determine how accurate the image is compared to the original. This will be how the success of the attack will be determined.

## 4. Summary

To summarize, RAM does not lose its contents as soon as the power is removed from the device, and it can persist for multiple seconds or even minutes after power loss. By rebooting the device, the contents of RAM that were stored before power-off can be recovered.

Raspberry Pi’s are amazing devices to allow for prototyping and implementation of IoT devices. These devices have not been looked at in detail, when it comes to cold-boot attacks, especially newer models. This leaves users unaware of the dangers that this vulnerability may cause.

Conducting this research will clarify whether newer IoT devices, such as the Raspberry Pi 3 and 4 are vulnerable and start to conclude on mitigations that can be cost-effective and reliable in preventing these types of attacks.

As these devices are presumed to have identical boot sequences, then the expected outcome of this examination should be that the device is vulnerable to cold-boot attacks. This will need to be explored further to determine if there is any practical application of this attack in the wild.
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